DATASHEET

Monitor the health and performance of
your network with real-time reporting

Optimal network performance and security start with a deep understanding of network components
and applications. GFI ClearView provides this visibility and empowers you to identify potential
bottlenecks and performance issues. The application is intuitive and easy to deploy, ensuring your
network runs at peak efficiency.

Analyse application performance and network activity —Keep a close eye on critical applications’
performance, identify bandwidth-hogging users or applications and other activities overrunning the
network (software updates, backups, etc). GFI ClearView natively recognizes thousands of
applications, while also allowing you to define your own. You can scrutinize network activity down
to the user level, using comprehensive application groups.

Discover critical issues impacting your applications — GFI ClearView's user-specific application
tracking uncovers usage patterns and potential bottlenecks for proactive issue resolution. With a 1-
second refresh time, you gain almost instant visibility of your entire network, allowing you to address
issues as they arise.

Control network traffic and applications — Analyse peak network activity times, and detect rogue
applications or compromised hosts posing threats to your network. With quality insights, GFI ClearView
assists you in creating effective policies to mitigate future disruptions and potential cyber-attacks.

Leverage state-of-the-art reporting tools — GFI ClearView’s built-in reporting capabilities enable you
to easily analyze applications, users, or subnets, aggregate and summarize data, and simplify
certification report preparation with up to two years of data retention.

Request a Demo
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Key features

Advanced Application Visibility

ClearView provides an in-depth analysis of network traffic,
revealing used applications and connections between both internal
and external hosts. A key advantage is the ability to recognize and

categorize traffic without the need for decryption, safeguarding the e
integrity and security of your data. T
Comprehensive Application Groups B8 _8_=_&

With 36 pre-configured application groups, identifying traffic targets
becomes simpler. Plus, the system also offers flexibility, allowing
users to create or modify groups based on their specific needs.
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Application performance

Application Performance Evaluation

By quantifying key performance indicators such as packet loss,
jitter, server delay, and network delay, you gain a clear view of how
well your applications are performing.

Top Apps (B)

Customizable applications

ClearView enables you to define applications based on a range of
parameters, such as ports and port ranges, protocols, L7 signatures,
or source IP addresses, offering you versatility and control.

Top Apps (MB)

Data repository

The system captures a wide range of network information, such as
packet details, data transfers, applications, hosts, subnets, or
destinations. The information is categorized in different dashboards
and stored for up to two years. That way, you can investigate issues
no matter when they occurred.

State-of-the-art reporting

Active Directory integration
With Clearview, you'll get insights beyond just application and host
visibility - you can also connect users with consumption and IP
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Performance monitoring

Direct Path to network shaping capabilitie

Keep all of the features you enjoy in ClearVlew when you move to
Exinda NetworkOrchestrator while adding bandwidth shaping,
acceleration, and edge cache.
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System requirements
The table below lists the recommended resources to be allocated to the GFI ClearView virtual appliance for smooth operations.

Specification Small Medium Large

1 to 250 devices 251 to 500 devices 500+ devices
CPU 4 cores 8 cores 8+ cores
Storage 250 GB 750 GB 1.5TB
Memory (RAM) 8 GB 12 GB 16 GB+

Deployment Scenarios
GFI ClearView supports VM deployment in out-of-path mode and is compatible with Hyper-V, VMWare, and KVM.

Request a Demo
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